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Notes, cautions, and warnings

NOTE: A NOTE indicates important information that helps you make better use of your product.

CAUTION: A CAUTION indicates either potential damage to hardware or loss of data and tells you how to avoid the problem.

WARNING: A WARNING indicates a potential for property damage, personal injury, or death.
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Technical Advisories
Endpoint Security Suite Enterprise offers advanced threat protection at the operating system and memory layers, authentication, and 
encryption, all centrally-managed from the Security Management Server or Security Management Server Virtual. With centralized 
management, consolidated compliance reporting, and console threat alerts, businesses can easily enforce and prove compliance for all of 
their endpoints. Security expertise is built in with features such as pre-defined policy and report templates, to help businesses reduce IT 
management costs and complexity.

 

New Features and Functionality v2.0
• Advanced Threat Prevention provisioning into geographical data centers for the Government Cloud is now supported.

• CentOS Linux v7.0 - v7.5 is now supported.

• Red Hat Enterprise Linux v7.0 - v7.5 is now supported.

• Endpoint Security Suite Enterprise for Linux v2.0 introduces 1491 as the default version of Advanced Threat Prevention.

Resolved Technical Advisories v2.0
• Resolved an issue with clients not properly sending device inventory data. [DDPU-315]

Technical Advisories v2.0
• No technical advisories exist.

New Features and Functionality v1.0
• CentOS Linux v7.0 - v7.4 is now supported.

• Red Hat Enterprise Linux v7.0 - v7.4 is now supported.

Technical Advisories v1.0
• Do not install Advanced Threat Prevention with other antivirus solutions. Future releases will inform the user that they need to uninstall 

the antivirus before installing Advanced Threat Prevention. [DDPU-36]
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